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요 약
인터넷 및 네트워크가 급격하게 발전함에 따라 많은 피해가 발생하고 있으며, 이러한 피해로 왕은 많은 장비 및 네트워크 상의 위협을 준다. 이러한 인식이 되는 뒤, 자바 서버가 대처하기 위해서는 웹의 행동이 동락에 대한 반응을 반한 해야 하고, 이에 신형 연구개발으로서 웹 분류는 반드시 실시되어야 한다. 외국의 웹 분류 연구중 UC Berkeley와 서민한 자카의 연구분양을 발전보고 그 외된 분류 방법에 기반한 트래픽 및 웹 행동 패턴을 기존으로 전파특성과 웹의 행동 단계별 기준에 제정입 및 분류 기법을 제안하였다. 이러한 웹의 분류는 차후 시뮬레이터 모델의 구현과 각 모들의 조합을 통한 구체적인 웹 모델링에 대한 연구의 기초가 된다.

1. 서 론

컴퓨터 및 네트워크 기술이 발전함에 따라 현재는 사회 대부분의 분야에서 네트워크изация 이용되고 있으며 이러한 네트워크화는 Slammer나 Sasser등의 헛에 의해 많은 피해를 받고 있다. 또한 기술이 복잡해질수록 필연적으로 문제점이 증가하고, 이러한 문제점들은 이용한 새로운 헛이나 악성코드가 반복하게 출현하고 있다. 그러므로 새롭게 나타나는 헛으로 인한 피해를 줄이고 능동적으로 대처하기 위해서는 웹의 행동 특성 자격을 파악하고 정확하게 분석하는 작업이 무엇보다 선행되어야 할 것이다.

따라서 본 연구에서는 웹 특성을 파악하기 위한 신형 연구로써 국내외 연구기관 및 업계에서 제시한 웹 분류 기법을 분석하고 이를 기반으로 시뮬레이션 및 모델링 기법관점에서 전파특성을 따르 웹을 분류하고자 한다[1].

2. 본 론

웹의 분류와 관련된 체계적인 연구는 활발하게 진행되지 않고 있으며, 최근(2003년)에 웹의 분류 기법에 관련된 논문이 UC Berkeley와 서민한 자카에서 발표되었다. 따라서 이러한 연구결과를 분석하고 이를 기반으로 웹 분류를 살펴보자.

2.1 웹의 모듈별 분류 기법(UC Berkeley)

Nazarino는 웹의 구성요소를 총 다섯 가지로 구분하였다[2]. 이처럼 웹은 내부의 역할을 기준으로 분류를 할 수 있으며 UC Berkeley에서는 유사하게 구성요소들을 기준으로 각 요소별 분류하였다[3].

[표 1] 웹의 모듈별 분류

<table>
<thead>
<tr>
<th>요소</th>
<th>세부설명</th>
</tr>
</thead>
<tbody>
<tr>
<td>Target</td>
<td>웹이 자산을 전파시키기 위해 새로운 간헐에 호스트를 찾는 메커니즘</td>
</tr>
<tr>
<td>discovery</td>
<td></td>
</tr>
<tr>
<td>carrier</td>
<td>감염시킬 호스트에 자기 자신(웹 코드)를 전파시키는 메커니즘</td>
</tr>
<tr>
<td>activation</td>
<td>웹 코드가 타깃 호스트에서 작동이 시작되는 메커니즘</td>
</tr>
<tr>
<td>payloads</td>
<td>웹 자체를 전파시키기 위한 루틴 외에 웹 코드 작동자의 목적을 수행하는 메커니즘</td>
</tr>
<tr>
<td>motivation</td>
<td>해커로써의 자극성, 금전적인 이익 등과 같은 웹 제작자의 동기</td>
</tr>
<tr>
<td>and attackers</td>
<td></td>
</tr>
</tbody>
</table>

2.2 웹의 감염 경로에 따른 분류 기법(서민한 자카)

서민한의 분류는 비바이러스 백신업체로써 많은 양의
데이터 축적과 대응결과 분류한 기법으로 연구적 측면에서의 관점으로 수행되지는 않았지만, 웹의 감염경로에 따라 분류하여 원과 관련된 다양한 유용한 경향을 도출시키고 있다[4]. 시안택에서 분류한 방식은 아래와 같다.

● E-mail 웹
E-mail을 통해 전파되는 웹들은 직접 네트워크 접속을 사용하지 않고 참부파일 클릭 등의 사용자의 일정한 행위에 의존한다. E-mail은 인터넷상에 원을 전파시키기에 가장 효과적이며 일반적으로 사용되는 방법이다.

● Windows 파일 공유 웹
Windows 파일 공유 웹들은 Microsoft Windows의 파일 공유 서비스를 이용한다.

● 초기형태 웹
1988년 Morris 웹에서 파생된 분류들이다. 이러한 원들은 TCP/IP 기반의 프로토콜들에 직접 접근하는 방식을 사용하여 운영체제상이나 애플리케이션상의 취약점을 공격한다[5].

2.3 원 전파 특성 분석 연구

기존의 연구결과들인 UC Berkeley와 시안택의 분류기법들은 시스템에 모듈의 구현과 각 모듈의 조합을 통해 구체적인 웹 모델링에 대한 연구 관점에서 일부 점들이 부적합하다고 판단된다. 따라서 트래픽 및 원 웹상태를 기준으로 웹을 세부적으로 분류하고자 한다.

분 연구팀은 웹을 크게 4가지로 분류하고 각각의 코드를 다음과 같이 규정하였다.

<table>
<thead>
<tr>
<th>분류</th>
<th>세부 설명</th>
<th>코드</th>
</tr>
</thead>
<tbody>
<tr>
<td>E-mail</td>
<td>E-mail을 통하여 전파</td>
<td>E</td>
</tr>
<tr>
<td>windows 파일 공유</td>
<td>Windows의 파일 공유 프로토콜을 이용하여 전파</td>
<td>W</td>
</tr>
<tr>
<td>Self propagation</td>
<td>운영체제나 응용 서비스들의 취약점을 이용하여 스스로 전파</td>
<td>S</td>
</tr>
<tr>
<td>Multi-method</td>
<td>상단의 세 가지 속성을 중 두 가지 이상을 병행하여 전파</td>
<td>M</td>
</tr>
</tbody>
</table>

이와 같은 대분류를 기반으로 1차적인 분류가 가능하다. 또한 원을 행동 특성에 따라 분류하는 과정에서 고려해야 할 요소로 웹의 행동 단계별 분류 기준들은 순차적으로 정리하면 다음과 같다.

인터넷 웹의 행동 단계별 및 분류 기준은 바탕으로 웹의 특성을 확인할 수 있도록 코드를 정의하였다.

● Target discovery
  - Random scanning: 대상 호스트 센터에 있어서 순수하게 임의의 선택을 통해 찾기(TR)
  - Changed random scanning: 순수하게 임의의 호스트를 선행하지 않고 변형된 방법으로 임의의 호스트를 선행(TC)
  - Regenerated target lists: 대상 호스트에 대한 정보를 원 제작자가 원에 사전에 정의(TL)
  - External generated target lists: 대상 호스트에 대한 정보를 외부에 저장하기나, 외부의 서버 정보를 가지고는 메타서버를 이용(TE)
  - Internal target lists: 감염된 호스트의 내부의 저장되어 있는 다른 호스트에 대한 정보를 공격 대상으로 선행(TL)
  - Passive: 감염된 호스트에 대해서 어떠한 이벤트가 발생 시 그 이벤트를 발생 시킨 호스트를 대상 호스트로 공격(TE)

● Vulnerability
  - OS vulnerability: OS의 취약성을 이용(VO)
  - SoftWare vulnerability: 응용 프로그램의 취약성
음 이용(VS)
- Mis-management: 관리자의 실수(설정상의 오류)로 인한 취약점을 이용(VM)
- Protocol vulnerability: 프로토콜의 취약점을 이용(VP)
● Carrier
- Self carried: 대상 호스트 선택을 위한 접속 시 웹 코드가 같이 전송(CS)
- Second channel: 대상 호스트 공격 후 다른 서비스를 사용하여 웹 코드를 전송(CC)
- Embedded: 정상적인 통신 채널을 사용하여 전송(CE)
● Payloads
- Non-functional: 전파 기능만 가진(PN)
- Remote control: 감염된 호스트를 제어(PR)
- Spam-replays: 스팸 메일 서비스 제공(PS)
- Proxies: 다른 호스트들에 속이기 위한 프록시 서비스 용도 사용(PP)
- DoS attack: 다른 호스트를 DoS 공격(PD)
- Data collection: 여러 가지 데이터 수집(PC)
- Data damage: 감염 된 호스트의 데이터를 웨손(PG)

이러한 방법을 통하여 웹의 일반적인 분류의 기준으로 사용할 수 있도록 하였으며, 이를 이용하여 각 특성별 서 버레이션 코드를 구성한다면 여러 가지 정에 대한 결과를 쉽게 얻을 수 있을 것이다.

다음 표는 위의 분류 기준에 따라 웹을 분류하는 예제이다. 분류시 코드 이름을 사용하였으며, 코드는 “웹 대 분류-target discovery-vulnerability-carried-payload” 순서로 표현 하였으며, 이중 E-mail을 통하여 전파되는 웹에 대해서는 위에서 제시한 target discovery, vulnerability, carried등의 기준에 의해서 분류가 불가능 한 경우에 코드는 “웹 대분류-payload” 순서대로 표현하였다. 각 분류기준에 의해 여러개의 방법 사용 시에는 “M-T1(TP)-VM(VS)-CS-RC(PD,PC,PP)”와 같이 ‘()’를 통하여 표현하였다.

[표 3] 세부 분류 웹 코드표

<table>
<thead>
<tr>
<th>웹 이름</th>
<th>분류 코드</th>
</tr>
</thead>
<tbody>
<tr>
<td>netsky</td>
<td>E-PN</td>
</tr>
<tr>
<td>Lovgate</td>
<td>E-PR</td>
</tr>
<tr>
<td>Agobot</td>
<td>W-T1(TP)-VM-CS-PR</td>
</tr>
<tr>
<td>CodeRed</td>
<td>CodeRed v1.v2 S-TR-VS-CS-PD</td>
</tr>
<tr>
<td>CodeRed II</td>
<td>S-TC-VS-CS-PD</td>
</tr>
<tr>
<td>Blaster</td>
<td>S-TC-VS-CS-PR</td>
</tr>
<tr>
<td>Slammer</td>
<td>S-TR-VS-CC-PN</td>
</tr>
<tr>
<td>Nimda</td>
<td>M-T1(TR)-VS-CS(CC)-PN</td>
</tr>
<tr>
<td>Spybot</td>
<td>M-T1(TP)-VM(VS)-CS-RC(PD,PC,PP)</td>
</tr>
<tr>
<td>MyTob</td>
<td>M-T1-VS-CS-PR</td>
</tr>
</tbody>
</table>

3. 결론

이에 본 연구에서는 위의 분류기법들의 특성을 향후 트래픽 및 웹 행동패턴을 기반으로 한 연구와 관점에서 재정의 및 분류하고 분류들을 제시하였다. 이를 바탕으 로 각 대표적 특성을 둘에 과학 할 수 있으며 각각 특성한 연구에 크게 각 특징별 분류가 가능하도록 하였 다. 이에는 이러한 분류기법을 토대로 각 분류 항목에 대한 사물리에 모듈의 구현과 각 모듈의 조합을 통 한 구체적인 웹 모델링에 대한 연구가 진행되어야 한다.

[참고문헌]
[1] 보안응어사전, 안철수 연구소 “info.ahnlab.com”